
For more information about securing your Wi-Fi access point, refer to the  
device’s manual, or contact your internet service provider for more information.

CHANGE THE ADMIN PASSWORD

Your Wi-Fi access point most likely came with a default password.  
Often these default passwords are publicly known. Make sure to  
change the admin password to an unique and strong password.  

SECURING WI-FI AT HOME

Four simple steps to securing your home Wi-Fi to create a secure  
home network for you and your family.

CREATE A NETWORK PASSWORD

Configure your Wi-Fi network, so it has a unique and strong  
password as well. This way only people and devices you trust can  
join your home network.  

FIRMWARE UPDATES

Turn on automatic updating of your Wi-Fi access point’s operating  
system, often called firmware. This way you can ensure your device  
is as secure as possible with the latest security options.  

USE A GUEST NETWORK
Use a guest network for any guests or visitors. When a device  
connects to your guest network, it cannot see or communicate with  
any of your trusted personal devices connected to your primary  
network.


